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The applied pi calculus and the observational equivalence \cite{1} are used in many studies to define and analyze security of protocols.

Comon-Lundh and Cortier \cite{2} give the computational semantics of the calculus and prove the computational soundness of the observational equivalence. In their proof, computation trees that represent behaviors of processes and equivalence relation over the trees are used to bridge the observational equivalence and the computational indistinguishability. Comon-Lundh \textit{et al.} \cite{3} extend their result and prove the soundness without assuming a polynomial-time parsing function.

In this work, we apply the latter approach to the applied pi calculus extended with the XOR operator and compare it with the former approach from the viewpoint of the soundness result for the XOR operator.
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